DON’T TRUST THE DISPLAY NAME

Just because it says it’s from a known entity doesn’t mean it is. Check the email address to confirm.

AVOID PHISHING EMAILS ➔ WHEN IN DOUBT, CONTACT YOUR SECURITY TEAM
LOOK BUT DON’T CLICK

Hover over images and links – if the alt text that appears doesn’t match, it’s probably phishing.

AVOID PHISHING EMAILS ➞ WHEN IN DOUBT, CONTACT YOUR SECURITY TEAM
QUESTION REQUESTS FOR PERSONAL DATA

Legitimate companies are unlikely to ask for personal information in an email.

AVOID PHISHING EMAILS ➔ WHEN IN DOUBT, CONTACT YOUR SECURITY TEAM
CHECK FOR SPELLING ERRORS

Spelling or grammatical mistakes in a message can be indicators of a malicious email.

AVOID PHISHING EMAILS ➡️ WHEN IN DOUBT, CONTACT YOUR SECURITY TEAM